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Abstract
Biometrics system means measuring the physical characteristics of a human being that have come into existence from the birth in different forms. It differs from person to person and it provides a measurement of physical characteristics. Face recognition is the most popular physiological characteristic used to identify a person in biometric systems, because of feasibility, permanence, distinctiveness, reliability, accuracy, and acceptability. This paper presents various face recognition techniques in the field of security and identification purposes. Each method covers a number of advantages in comparison to others. Although, there are various biometric methods available, but face recognition is most challenging aspect which provides a best and efficient security and identification criteria. Comparison study reveals that face recognition using genetic system provides best and efficient results.
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Introduction
Biometric is derived from the Greek words bio, means life and metrics, means to measure. Biometric is the technology that measures physical characteristics and behavior of a human being by providing a sample of the physical characteristics. Biometric system inputs a sample of some physical characteristics of a human being applies corresponding method and identifies the right entity. Face recognition means measurement of facial features. It is a computer system application for automatically determining or verifying an individual from a digital image or a video framework from a video source. The face of a human being has various distinguish characteristics that can be measured by a software i.e. [13].

- Distance between eyes
- Width of the nose
- Depth of the eye sockets
- Shape of the cheekbones
- Length of the jaw line

By measuring these points a special numeric code is created. This code is called a face print, and it is this code that represents the face in the database [15]. Face recognition is a non-intrusive method, and facial images are probably the most common biometric characteristic used by humans to make a personal recognition. Face recognition system works as given below.

Fig. 1: Components of Face Recognition system
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A. Acquisition of Face Data
Acquisition and Processing of Face Data is first step in the face recognition system. In this step face images are collected on real time from webcam or may be at static time i.e. from website and stored in the database.

B. Extracting Face Feature
This process can be defined as the process of extracting relevant information from a face image. In feature extraction, a mathematical representation of original image called a biometric template or biometric reference is generated, which is stored in the database and will form the basis (vector) of any recognition task. Later these extracted features are used in recognition.

C. Recognition of Face
In this process, once the features are extracted and selected, the next step is to classify the image. For that appearance-based face recognition algorithms use a wide variety of classification methods. Such as PCA, LDA, Fisher face etc. In classification, the faces are compared for the similarity between faces from the same individual and different individuals after all the face images in database are represented with relevant features.

Face Recognition Techniques

![Diagram of Face Recognition Techniques](image)

**Principal Component Analysis (PCA)**
PCA for face recognition is based on the information theory approach. It extracted the relevant information in a face image and encoded as efficiently.

- In this process, every image in the training set can be represented as a linear combination of weighted eigenvectors called as “Eigenfaces”.
- With the help of Eigen values and Eigen vectors, covariance matrix is computed.
- Feature vector for each image is then computed. This feature vector represents the signature of the image. Signature matrix for whole database is then computed.
- Euclidian distance of the image is computed with all the signatures in the database.
- Image is identified as the one which gives least distance with the signature of the image to recognize.

Advantage of this Algorithm is to minimize the MSE (mean square error) between the reconstructed and original data for any specified data compression. The main demerit of this algorithm is that there is considerable computational effort are needed for generation of Eigen values and Eigen values of the covariance matrix [9].

**Linear Discriminant Analysis (LDA)**
Linear Discriminant Analysis (LDA) finds the vectors in the underlying space that best discriminate among classes. Linear discriminant group images of the same class and separates images of different classes of the images. For all samples of all classes the between-class scatter matrix SB and the within-class scatter matrix SW are defined. This criterion tries to maximize the ratio of the determinant of the between-class scatter matrix of the projected samples to the determinant of the within class scatter matrix of the projected samples. LDA is a powerful face recognition technique that overcomes the limitation of Principal component analysis technique by applying the linear discriminant criterion. The major drawback of applying LDA is that it may encounter the small sample size problem [11].

**Independent Component Analysis (ICA)**
Independent component analysis (ICA) is a method for finding underlying factors or components from multivariate (multidimensional) statistical data. It searches for a linear transformation to express a set of random variables as linear combination of statistically independent source variables. The search criterion involves the minimization of the mutual information expressed as a function of high order cumulants. ICA provided a more powerful data representation than PCA as its goal was that of providing independent rather than uncorrelated image decomposition and representation. The ICA is similar to blind source separation problem that boils down to finding a linear representation in which the components are statistically independent.

**Genetic Algorithm (GA)**
The Genetic Algorithms (GA’s) are characterized by a search technique inspired in the Evolutionist Theory by Darwin, uses some selection mechanism, which adapts selection mechanism where individuals that is the chromosomes, more adapted of a population are the ones that have more survival chances and can be used easily according to changes that occur in its environment. This makes the algorithm strong and fast in those situations where the search space is too big. In the genetic algorithm, the problem to be solved is represented by a list of parameters which drives an evaluation procedure, called chromosomes or genomes. Genetic algorithm is the type of algorithm that is used to solve both constrained and non-constraint problems based on selection criteria. Genetic algorithm modifies the new population and generates new solutions until best solution has not been reached. From large set of population, genetic algorithm uses the random chromosomes to make it parent then make it to produce children. The repetition goes on until good solution has not been achieved on the basis on the fitness function.

Genetic algorithm has mainly three operators.
1. Selection, in which selection of chromosome is done.
2. Mutation, in which two chromosomes gets mutated to generate child.
3. Crossover, to apply new changes.

It is not possible always to generate optimal solution for complex problems. Genetic Algorithm can be described as below:
F- Fitness function.

\[ \text{[Fitness]} \text{ Evaluate the wellness } f(x) \text{ of every chromosome } x \text{ in the populace.} \]
[New population] Create another populace by rehashing after ventures until the new populace is finished.

[Replace] Use new produced populace for a further run of calculation.

[Test] if the end condition is fulfilled, stops, and returns the best arrangement in current population [16].

Fig. 2: GA Process

Related Work
In 2015, Shaveta, Naveen Kumari, [13] represent the brief survey on biometrics and its modalities. It consists of the comparison between the parameters that have been used on face, finger prints and speech. In this paper, the survey is followed as a consequence and specifies the strong technique using finger, face and speech. To overwhelm the weakness of the uni-modal biometric techniques, there is destitution of multimodal biometric techniques. This survey follows as a consequence and specifies the importance of a strong multimodal biometric technique using face, fingerprint recognition and enhanced speech features. In 2014 Mr. Vaibhav et al.[12] introduced a face detection and recognition system to detect (finds) faces in images from galleries of known people. To detect the face before trying to recognize it, saves a lot of work, as only a restricted region of the image is analyzed, opposite to many algorithms which work considering the whole image. This system is caped with three steps. The first step is to classify each pixel in the given image as a skin pixel or a non-skin pixel. The second step is to identify different skin regions in the skin detected image. The last step is to decide whether each of the skin regions identify is a face or not. Finally recognition is done by using Genetic Algorithm.

As the genetic algorithm is computationally intensive, the searching space is reduced and the required timing is greatly reduced.

In 2013, Hemant Makwana et al.[9] presented about the different algorithms which are used for face recognition. There are so many algorithms which are available for face recognition. There are two approaches by which the face can be recognize i.e. face Geometry based and face appearance based. The appearance based technique is also subdivided into two techniques i.e. local feature and global feature based. The technique of local feature based is Discrete Cosine Transform (DCT). In this paper, the two global features (holistic) appearance based algorithms i.e. Principal Component Analysis (PCA) and Linear Discriminant Analysis (LDA) are discussed in which every face image is converted into 1D, using 1D for all the calculation and then these two algorithms are compared with the help of FAR (False Acceptance Rate), FRR (False Rejection Rate), time and memory and checks which algorithm gives the better result.

In 2016, Pratibha Sukhija et al.[15] presented a Genetic Algorithm (GA) based approach is used for face recognition. This algorithm recognizes an unknown image by comparing it with the known training images stored in the database and gives information regarding the person recognized. The Genetic algorithm is then compared with other known face recognition algorithms i.e. Principal Component Analysis (PCA) and Linear Discriminate Analysis (LDA) algorithms. It has been observed that the recognition rate of Genetic algorithm is better.

Comparison Study of Various Face Recognition Techniques
Comparison study considers some important parameters for the purpose of identifying that which is best technique as shown below.

<table>
<thead>
<tr>
<th>Technology used</th>
<th>Memory usage</th>
<th>Recognition Accuracy Rate</th>
<th>Data Representation</th>
</tr>
</thead>
<tbody>
<tr>
<td>LDA</td>
<td>Low</td>
<td>Better than PCA</td>
<td>Strong</td>
</tr>
<tr>
<td>ICA</td>
<td>Moderate</td>
<td>Better than PCA</td>
<td>Powerful than PCA</td>
</tr>
<tr>
<td>PCA</td>
<td>High</td>
<td>Better than traditional methods</td>
<td>Powerful data representation</td>
</tr>
<tr>
<td>Genetic Method</td>
<td>Most Efficient</td>
<td>Highest recognition rate (almost 97%)</td>
<td>Powerful than ICA and PCA</td>
</tr>
</tbody>
</table>

Conclusion
Human face recognition plays a vital role in biometrics for human authentication as it is one of the biometric techniques used for security purposes in banks, and in various industries. A comparative study is made using Principle Component Analysis and Linear Discriminant Analysis and Independent component analysis along with face recognition using genetic algorithm. The genetic system produces better result as compared to other techniques like PCA, LDA and ICA for same data set of images. Still, more security and recognition accuracy rate can be achieved using genetic system in near future.
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