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Abstract

A digitalizagdo dos prontuarios the digitization of hospital medical records represents a relevant
advance for health information management in Brazil; however, it poses significant challenges to the
protection of sensitive data, particularly in the care of children and adolescents. This study aimed to
analyze how the Brazilian General Data Protection Law (LGPD) and the Statute of the Child and
Adolescent (ECA) have been applied in the process of digitizing hospital medical records, discussing
their implications for hospital management and information security. This qualitative, exploratory,
and descriptive study was conducted through an integrative literature review, with searches carried
out in the BVS, SciELO, and PubMed databases, complemented by normative and institutional
documents. A total of 31 studies and documents published between 2013 and 2025 were included and
analyzed using content analysis. The results indicate advances in the adoption of electronic health
records, especially in large hospitals, but also reveal persistent weaknesses, such as low system
interoperability, the maintenance of hybrid paper—digital records, the absence of standardized
institutional protocols, and insufficient training of teams for the secure handling of information.
Despite the robustness of the legal framework, the application of the LGPD and the ECA remains
heterogeneous and is often limited to formal compliance with regulatory requirements, without
consistent integration into care practices and management processes. It is concluded that the
digitization of medical records requires not only technological solutions but also structured strategies
of governance, compliance, and an organizational culture oriented toward data protection,
contributing to the strengthening of safer, more transparent health systems aligned with the
Sustainable Development Goals, particularly SDG 3 (Good Health and Well-Being) and SDG 16
(Peace, Justice and Strong Institutions).

Keywords: Electronic health records; Data protection; Health legislation; Hospital management;
Children and adolescentes; Review.

1. Introduction

A digitalizacdo dos processos hospitalares, especialmente por meio da adog¢ao de prontuarios
eletronicos, tem sido amplamente reconhecida como estratégia para qualificar a gestdo da
informacao em saude, ampliar a continuidade do cuidado e apoiar a tomada de decisdo
clinica e administrativa. Em ambito internacional, a informatiza¢ao dos registros clinicos ¢
associada a melhoria da qualidade assistencial, a redu¢do de erros e ao fortalecimento da
coordenagdo do cuidado, desde que acompanhada por estruturas adequadas de governanca e
seguranga da informagdo (12

No contexto brasileiro, a incorporagdo de tecnologias digitais no setor saude tem sido
estimulada por politicas publicas e diretrizes institucionais voltadas a modernizagdo do
Sistema Unico de Satde (SUS). Documentos do Ministério da Satde apontam a
informatizag@o dos servigos e a adogdo de sistemas eletronicos de registro como elementos
estratégicos para o aprimoramento da gestdo, da vigilancia em saude e da integralidade da
atenc¢dol®!. Dados recentes da pesquisa TIC Satude 2023 indicam avango significativo na
adogdo de prontudrios eletrdnicos nos estabelecimentos de saude brasileiros, bem como na
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utilizagdo de tecnologias voltadas ao armazenamento, ao
acesso ¢ ao compartilhamento de informagdes clinicas,
ainda que de forma heterogénea entre regides e tipos de
instituicdo. Ao mesmo tempo, a pesquisa evidencia que a
consolidacdo desses sistemas ocorre em um cenario
marcado por desafios persistentes relacionados a seguranca
da informagdo, a interoperabilidade entre plataformas e a
coexisténcia de registros digitais e em papel, aspectos que
ampliam a complexidade da gestdo dos dados em satude e
reforgam a necessidade de estruturas institucionais robustas
de governanga da informagao.

A ampliag@o do uso de registros eletronicos intensifica o
debate sobre privacidade e prote¢do de dados pessoais em
saude. A literatura cientifica de base conceitual destaca que
as informagdes em saude possuem elevado grau de
sensibilidade, exigindo salvaguardas especificas para
prevenir acessos ndo autorizados, usos indevidos e
violagdes de confidencialidade, especialmente em
ambientes digitais complexos como os hospitais™>®!. Esses
desafios tornam-se ainda mais relevantes quando envolvem
populagdes em situagdo de maior vulnerabilidade, como
criangas ¢ adolescentes, cujos dados demandam protecdo
reforgada.

No Brasil, o tratamento de dados pessoais em saude ¢
objeto de regulamentagdo especifica no ambito da Lei
Geral de Protecdo de Dados Pessoais, a qual estabelece
principios como finalidade, necessidade, transparéncia e
seguranca, além de classificar as informacdes relativas a
saiide como dados sensiveis, sujeitos a proteg¢do reforgada.
A literatura juridica que analisa a aplicagdo da LGPD ao
setor da satde destaca que esse regime normativo impde
requisitos adicionais de cuidado, especialmente no que se
refere ao tratamento de dados de criangas e adolescentes,
devendo prevalecer o principio do melhor interesse do
titular ¢ a adogdo de medidas técnicas e administrativas
aptas a assegurar a confidencialidade e a integridade das
informagdes!”). Ademais, documentos orientadores e
analises institucionais enfatizam o papel da Autoridade
Nacional de Protecdo de Dados (ANPD) na inducdo de
politicas internas e mecanismos de governanca que
promovam a conformidade legal no uso de dados pessoais
em saude.

Essas disposicdes dialogam diretamente com o Estatuto da
Crianga ¢ do Adolescente (ECA) (Lei n°® 8.069/1990), que
assegura o principio da protegdo integral e da prioridade
absoluta, incluindo o direito a dignidade, a privacidade, a
imagem e a preservacdo da intimidade de criangas e
adolescentes!®l. Embora o ECA tenha sido promulgado em
um contexto anterior a ampla digitalizagdo dos servigos de
saude, seus principios permanecem plenamente aplicaveis
aos ambientes digitais contemporaneos, exigindo que
instituicdes de satde adotem praticas compativeis com a
protecdo dos direitos fundamentais desse grupo
populacional.

Além do marco legal nacional, organismos internacionais
tém destacado a importancia da protecdo de dados de
criangas em ambientes digitais, enfatizando riscos
associados a exposicdo indevida de informacdes, a
discriminagdo e a violagdo de direitos fundamentais.
Relatorios da Organizagdo Mundial da Saude e do Fundo
das Nagdes Unidas para a Infancia ressaltam que a
digitalizacdo de registros em satide deve ser acompanhada
por politicas claras de governanga, defini¢do de
responsabilidades institucionais e capacitagdo continua dos

profissionais envolvidos no tratamento da informagdo, de
modo a fortalecer a confianga nos sistemas de saude e a
seguranga do cuidadol!~1,

Apesar do avango normativo e das recomendacdes
institucionais, a incorporacdo efetiva desses principios nas
rotinas hospitalares brasileiras permanece um desafio.
Limitagdes de infraestrutura tecnoldgica, fragilidades nos
processos de gestdo da informagao e lacunas na capacitagido
das equipes multiprofissionais podem comprometer tanto a
qualidade da assisténcia quanto a prote¢do dos dados
pessoais, especialmente no atendimento a criangas e
adolescentes. Nesse sentido, a digitalizagdo dos prontuarios
hospitalares deve ser compreendida ndo apenas como uma
inovagdo tecnologica, mas como uma transformacio
organizacional que articula dimensdes técnicas, legais,
éticas e gerenciais.

Diante desse cenario, formula-se a seguinte questao de
pesquisa: como a literatura cientifica tem abordado a
aplicac@o da Lei Geral de Protecdo de Dados e do Estatuto
da Crianca e do Adolescente no processo de digitalizagdo
de prontuarios hospitalares no Brasil, no que se refere a
prote¢do dos dados de criangas e adolescentes? Assim, o
presente estudo teve como objetivo analisar, por meio de
uma revisdo integrativa da literatura, como a LGPD e o
ECA vém sendo aplicados na digitalizagdo de prontuarios
hospitalares brasileiros, discutindo as implicagdes desse
processo para a gestao hospitalar e para a protecdo de dados
sensiveis de criangas e adolescentes.

2. Material e Métodos

Trata-se de uma pesquisa de abordagem qualitativa, de
carater exploratorio e descritivo, desenvolvida por meio de
uma revisdo integrativa da literatura, cujo objetivo foi
analisar como a Lei Geral de Prote¢do de Dados (LGPD) e
o Estatuto da Crianca e do Adolescente (ECA) vém sendo
aplicados no processo de digitalizagdo de prontudrios
hospitalares no Brasil, considerando implicag¢des legais,
gerenciais e assistenciais. Conforme Mendes, Silveira e
Galvio (p. 758) [, “este método tem a finalidade de reunir
e sistematizar resultados de pesquisas sobre um delimitado
tema ou questdio de maneira sistematica e ordenada,
contribuindo para o aprofundamento do conhecimento do
tema investigado”.

A revisdo integrativa foi conduzida de forma sistematica,
contemplando a definicdo da questdo de pesquisa, a
identificagdo das fontes de informacdo, a sele¢do dos
estudos, a analise critica do material ¢ a sintese dos
resultados. As buscas foram realizadas nas bases de dados
Biblioteca Virtual em Satide (BVS), SciELO e PubMed,
sendo complementadas por documentos oficiais e
normativos emitidos pela Autoridade Nacional de Protecdo
de Dados, pelo Ministério da Satde e por organismos
nacionais e internacionais relacionados a area da saude.
Também foram utilizados dados secundarios do Cetic.br
referentes a adog@o de prontudrios eletronicos no Brasil.

O levantamento bibliografico ocorreu entre abril e outubro
de 2025, abrangendo publicagdes no periodo de 2013 a
2025, de modo a incluir estudos anteriores e posteriores a
entrada em vigor da LGPD. Foram utilizados descritores
controlados dos Descritores em Ciéncias da Satude (DeCS)
— “Registros Eletronicos de Saude”, “Prote¢do de Dados
Pessoais”, “Gestdo em Saude” e “Direitos da Crianga e do
Adolescente” — ¢ seus equivalentes no Medical Subject
Headings (MeSH) — “Electronic Health Records”, “Data
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Protection”, “Health Management” e “Child Advocacy”.
Além disso, foram aplicados termos livres, como “LGPD”,
“General Data Protection Law”, “Children’s data privacy”
e “Hospital governance”, associados por operadores
booleanos (AND e OR), de modo a ampliar a sensibilidade
e a abrangéncia da estratégia de busca, conforme os
objetivos do estudo. O processo de identificacdo, selecdo e
inclusio dos estudos estd sintetizado no fluxograma
apresentado na Figura 1.

Foram incluidos artigos cientificos, documentos normativos
e publicagdes institucionais disponiveis em portugués ou
inglés que abordassem a protecdo de dados sensiveis no
contexto da digitalizagdo de prontuarios hospitalares, com
énfase em criancas e adolescentes, no cenario brasileiro.
Estudos internacionais também foram considerados quando
apresentavam contribuicdes relevantes para o debate.
Foram excluidos trabalhos duplicados, publica¢des sem
acesso ao texto completo, estudos com abordagem
superficial dos temas ou sem relagdo direta com o setor

saude.

O processo de selecdo dos estudos ocorreu em etapas
sucessivas, incluindo a identificagdo inicial dos registros, a
triagem por titulos e resumos, a leitura na integra para
verificacdo de elegibilidade e a defini¢do da amostra final,
composta por 31 estudos e documentos. Esse processo esta
sintetizado no fluxograma apresentado na Figura 1, que
ilustra as etapas de identificacdo, exclusdo e inclusdo dos
materiais analisados.

Os dados extraidos foram organizados em quadros
sindpticos e submetidos a analise de contetido, permitindo a
identificagdo de categorias tematicas relacionadas aos
aspectos juridicos e regulatorios, a infraestrutura
tecnologica e interoperabilidade, & gestdo hospitalar e
cultura organizacional, bem como as experiéncias praticas
de digitalizacdo e protegdo de dados. A sintese dos achados
possibilitou uma andlise integrada das evidéncias,
articulando legislagdo, gestdo e praticas assistenciais no
contexto da protecao de dados de criangas e adolescentes.

(n=152)

‘ Registros identificados por meio de pesquisas nas bases de dados.
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Fig. 1: Fluxograma de selegdo dos estudos.

3. Resultados e Discussao

A revisdo integrativa resultou na inclusdo de 31 estudos e
documentos normativos, os quais permitiram analisar de
forma abrangente a digitalizagdo de prontuarios
hospitalares no Brasil e seus desdobramentos para a
protecdo de dados de criangas e adolescentes. A

caracterizagdo dos trabalhos incluidos na revisdo, quanto ao
tipo de fonte, ano de publicagcdo e foco principal, esta
apresentada no Quadro 1, o que assegura transparéncia
metodologica e possibilita a compreensao do escopo e da
diversidade do material analisado.

Quadro 1: Trabalhos incluidos na revisdo integrativa.

Identficacdo do Trabalho Tipo de Fonte Foco principal
1. Brasil, 1990 [8] Legislagio Estatuto da Crlang:a.e do Adolescente Protegdo integral da
crianga e adolescente
2. Brasil, 2018 [10] Legislagio Lei Geral de Prote¢do de Dados Pessgals - Regulamentagdo de
dados pessoais
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3. Alves de Oliveira (2018) 11]

Estudo de caso

Servicos de digitalizacdo de documentos

4.  Comité Gestor da Internet no Brasil
(CGLbr, 2024) [4]

Pesquisa nacional

Indicadores de adogao de prontudrios eletrénicos

5. Doneda, D.[12]

Livro / revisio tedrica

Formagdo da LGPD no Brasil

6.  Wimmer, M., 2020 [13] teorica

Artigo de natureza

Desafios regulatorios da LGPD para menores

7. Associacgdo Paulista de Medicina [14]

Documento
institucional

Aspectos juridicos da LGPD

8. Brasil, 2021.[15]

Documento oficial

Politica Nacional de Informagdo e Informatica em Saude
(PNIIS)

9. Silvaetal, 2021.[16]

Artigo cientifico

TICs na gestdo da saude publica

10. Hawryliszyn, Coelho e Barja (2021)
[17]

Artigo cientifico

Implantagdo da LGPD na satide

11. Brasil, 2022. [18]

Documento técnico

Agéncia Nacional de Protecdo de Dados (ANPD). Tratamento
de dados pessoais de criangas e adolescentes

12. Pereira, 2022 [19]

Estudo de caso

Cultura organizacional e protecdo de dados

13. Pinheiro, 2022 [20] Livro

Prote¢do de dados pessoais

14. Ahsan et al., 2022 [21] (arXiv)

Artigo cientifico

Industria 4.0 na satde

15. Leite-Moreira et al., 2022 [22] (arXiv)

Artigo cientifico

Uso de NLP em prontudrios eletronicos

16. Legale Educaciona, 2023 [23]

Artigo cientifico

Fundamentos juridicos da protecao de dados pessoais de
criancas e adolescentes no ordenamento brasileiro.

17. Brasil, 2023 [24] [Publicagdo LGPD e o controle social na saude
institucional
18. Neto e Nogaroli (2023) [25] Capitulo de livro Violacoes de dados na telemedicina
19. Saude Business, 2023 [26] Reportagem Impactos da LGPD na satude
20. Universo do Seguro, 2023 [27] Reportagem Cinco anos da LGPD na satde brasileira

Artigo cientifico

21. Vazetal., 2023 [28] (arXiv) Ontologia para [A em saude e privacidade
22. Freire, 2023 [29] ;:;ggg%igg; Dados sensiveis e implicagdes para médicos

23. Portellada et al., 2023. [30]

Artigo cientifico

Desenvolvimento de framework para governanga de dados em
hospital pedidtrico

24. Cerqueira et al., 2023 [31] (arXiv)

Artigo cientifico

Avaliacdo experimental de técnica de inspe¢do baseada em
checklist para conformidade com a LGPD

25. Botelho, 2024 [32]

Artigo cientifico

Protecdo de dados de criancas e adolescentes

26. Guardelli, 2024 [33]

Relato técnico

Ciberseguranca na satde

27. Aurum Summit, 2024 [34] Rep(}rut;%il;/blog Impactos da LGPD na area da satde
28. Migalhas, 2024 [35] Reportagem/analise Transformacdes na saude e protecdo de dados
29. Neves, 2025 [36] Reportagem /andlise Digitalizagdo de prontudrios médicos no Brasil

30. Mangroo e Mangroo, 2025 [37]

Artigo cientifico

Diagnéstico da cultura organizacional e implementagdo do
compliance na satide publica

31. Oliveira et al, 2025 [38]

Artigo cientifico

Privacidade infantil em dados de satide

Fonte: Autores.

De modo geral, os estudos analisados evidenciam que a
adogdo de prontudrios eletronicos ja constitui uma
realidade em grande parte das instituigdes hospitalares
brasileiras, especialmente em hospitais de grande porte e
localizados em regides metropolitanas *!%1. Esse avango
tem contribuido para maior agilidade no acesso as
informagdes clinicas, melhoria da comunicagdo entre
setores e fortalecimento da rastreabilidade do cuidado.
Resultados semelhantes sdo observados em revisdes
sistematicas  internacionais, que apontam que a
interoperabilidade dos registros eletronicos pode favorecer
a seguranca do paciente, reduzir eventos adversos e
qualificar a tomada de decisdo clinica quando integrada aos
fluxos assistenciais e as praticas organizacionais 8,

Apesar desses avangos, a consolidacdo plena da
digitalizacdo ainda enfrenta limitagdes estruturais
importantes.  Parcela  expressiva das instituigdes

hospitalares continua operando com sistemas hibridos, nos
quais registros em papel coexistem com plataformas

digitais, cendrio que compromete a padronizagdo dos
dados, amplia o risco de inconsisténcias informacionais e
expde fragilidades na seguranga da informagdo 361 Essa
coexisténcia entre suportes fisicos e digitais também ¢
discutida em estudos sobre servicos de digitalizagdo
documental, que apontam desafios operacionais, riscos a
integridade da informagdo e lacunas na rastreabilidade dos
dados quando ndo ha padronizagdo institucional adequada
[11]

A limitagdo da interoperabilidade entre sistemas constitui
outro desafio central identificado na literatura. Estudos
apontam que apenas uma propor¢do reduzida dos
estabelecimentos de satide apresenta capacidade efetiva de
troca de informacdes entre diferentes plataformas, o que
restringe a continuidade do cuidado e compromete a
seguranga do paciente ['°. Evidéncias internacionais
também destacam que a fragmentacdo dos sistemas de
informagao de satde reduz a qualidade da assisténcia, pois
impede que profissionais tenham acesso integrado ao
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histérico clinico completo dos pacientes, limitando
decisdes clinicas seguras e tempestivas %, Além disso,
revisdes apontam que a interoperabilidade deficiente esta
associada a riscos de seguranga do paciente decorrentes da
incapacidade de acessar informagdes criticas em momentos
decisorios. No caso de criangas e adolescentes, essas
fragilidades assumem maior gravidade, uma vez que falhas
no registro, no acesso ou no compartilhamento das
informagdes podem gerar impactos clinicos, sociais e legais
de longo prazo.

Essas fragilidades operacionais ganham maior relevancia
quando analisadas a luz do marco juridico que regula o
tratamento de dados pessoais em saide no Brasil. No
campo juridico-normativo, os trabalhos analisados
reforcam que a Lei Geral de Protegdo de Dados e o Estatuto
da Crianca e do Adolescente estabelecem um regime de
proteg¢do ampliada para o tratamento de dados pessoais de
menores. A LGPD impde principios como finalidade,
necessidade, transparéncia e seguranga, enquanto o ECA
assegura a protecdo integral, a prioridade absoluta e a
preservagdo da privacidade e da dignidade de criangas e
adolescentes ['> 13- 321, Embora esse arcabouco normativo
seja reconhecido como consistente e alinhado a padrdes
internacionais de protecdo de dados, a literatura juridica
aponta que a efetividade dessas normas depende da
capacidade das instituigdes de traduzir principios legais em
praticas organizacionais concretas. Estudos tedricos
destacam que, na auséncia de politicas internas,
mecanismos de governancga e responsabilizagdo, a protecdo
tende a permanecer no plano formal, produzindo um
distanciamento entre a prescrigdo legal e sua
implementagdo cotidiana, especialmente no tratamento de
dados sensiveis em contextos complexos como o hospitalar
421 Nesse sentido, a revisio evidencia uma lacuna
significativa entre a norma e sua aplicagdo pratica nas
rotinas hospitalares brasileiras. Documentos institucionais
produzidos por entidades representativas da area médica
também tém destacado a necessidade de interpretacdo
sistematica da LGPD no contexto assistencial, alertando
para riscos de abordagens meramente formais e para a
importdncia da adequagdo dos fluxos clinicos e
administrativos !4,

Ainda que esse arcabougo normativo seja reconhecido
como consistente e alinhado a padrdes internacionais de
protegdo de dados, a literatura juridica aponta que a
efetividade dessas normas depende da capacidade das
instituigdes de traduzir principios legais em praticas
organizacionais concretas. Os estudos analisados apontam
que gestores ¢ profissionais de satde enfrentam
dificuldades na operacionalizagdo das exigéncias legais
relacionadas a protegdo de dados pessoais, em razdo da
auséncia de protocolos institucionais claros, da insuficiente
capacitagdo das equipes e da baixa maturidade
organizacional em seguranga da informagdo [ 1% 331 A
literatura juridica e organizacional aponta que essas
limitagdes estruturais favorecem interpretagdes restritas da
Lei Geral de Protecdo de Dados e do Estatuto da Crianga e
do Adolescente, frequentemente reduzidas ao cumprimento
formal de exigéncias documentais, sem incorporagdo
efetiva dos principios legais as praticas assistenciais e aos
processos de gestdo hospitalar. Estudos tedricos indicam
que, na auséncia de estratégias institucionais de
governanga, capacitagdo continua e responsabilizagdo
organizacional, a conformidade tende a assumir um carater

meramente formal, incapaz de assegurar prote¢do material
aos titulares dos dados 1344,

A andlise também revela que a produgdo cientifica sobre
protecdo de dados em satide privilegia abordagens juridico-
normativas, havendo menor numero de estudos empiricos
que avaliem a efetividade da aplicagdo da Lei Geral de
Protegdo de Dados ¢ do Estatuto da Crianga e do
Adolescente no cotidiano institucional. Revisdes recentes
sobre o uso intensivo de dados na saude apontam que,
embora haja amplo debate sobre marcos regulatorios e
avangos tecnoldgicos, permanecem lacunas importantes na
analise dos efeitos concretos dessas normativas sobre as
praticas organizacionais, a cultura institucional e os
processos de cuidado ™. Essa predominancia de
abordagens normativas limita a compreensao dos impactos
reais da protecdo de dados sobre a organizagdo do trabalho
em saude e a qualidade da assisténcia, especialmente em
contextos que envolvem populagdes vulneraveis. Conforme
destacado por Wimmer 31 ¢ Botelho P4, no caso de
criancas e adolescentes, a vulnerabilidade digital pode
resultar em exposi¢cdes indevidas, estigmatizagdo e
prejuizos duradouros a cidadania digital.

Nesse contexto, a literatura aponta que a superacdo dessas
dificuldades depende da adogdo de estratégias estruturadas
de governanga da informag¢do. No ambito da gestdo
hospitalar, os estudos convergem ao indicar que a
conformidade as normas de protecdo de dados exige a
institucionalizagdo dessas estratégias nos processos
organizacionais. Estudos que analisam a incorporagdo de
tecnologias associadas a Industria 4.0 no setor saude
indicam que a digitalizagdo avangada, quando ndo
acompanhada por politicas de seguranga e governanca da
informagdo, pode ampliar vulnerabilidades organizacionais
¢ riscos a protegdo de dados sensiveis !, Entre as
principais fragilidades identificadas estdo a infraestrutura
tecnologica insuficiente, a baixa interoperabilidade entre
sistemas, a inexisténcia de mecanismos robustos de
autenticagdo, a auséncia de criptografia adequada e a falta
de politicas claras para o descarte seguro de documentos
fisicos em institui¢des que ainda operam com registros em
papel %3], Evidéncias empiricas no campo da seguranga
da informacdo em satide indicam que essas lacunas de
governanga e infraestrutura estdo diretamente associadas ao
aumento da exposicdo a incidentes de seguranca,
vazamentos de dados e falhas na prote¢do de informagdes
sensiveis, comprometendo a confiabilidade dos sistemas ¢ a
seguranca do paciente M. Tais limitagdes contrariam
principios éticos e legais fundamentais e fragilizam a
efetividade das normas de protecdo de dados no contexto
hospitalar.

Por outro lado, a revisdo integrativa também identificou
experiéncias institucionais e recomendac¢des que podem
orientar a superacdo dessas fragilidades. Os estudos e
documentos analisados destacam a importancia da
implementagdo de programas de compliance, da defini¢do
de fluxos internos de protecdo de dados, da capacitacdo
continua das equipes multiprofissionais e da adogdo de
frameworks de governanga que integrem dimensdes
técnicas, organizacionais e legais [¥72%. Evidéncias mais
amplas provenientes da literatura de seguranca da
informag@o em saude reforcam que a adogdo de estratégias
organizacionais estruturadas — como gestdo de riscos,
treinamento  permanente, politicas institucionais e
integragdo de processos técnicos e administrativos —
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contribui para a mitigagdo de vulnerabilidades e para o
fortalecimento da protecdo de dados clinicos, inclusive no
contexto de prontudrios eletronicos e tecnologia hospitalar
47 Em hospitais que atendem criangas e adolescentes,
essas estratégias assumem carater ainda mais relevante, a
luz do principio do melhor interesse da crianga.

Ainda que os desafios sejam expressivos, a literatura
também registra experiéncias institucionais bem-sucedidas.
Resultados reportados na literatura indicam que institui¢des
que investiram em sistemas interoperaveis, associados a
politicas institucionais consistentes e a formagdo
permanente dos profissionais, obtiveram ganhos em
eficiéncia, transparéncia e seguranga da informagao B3¢ 38,
Evidéncias de revisdes sistematicas sugerem que a
interoperabilidade dos prontudrios eletronicos pode
contribuir para melhorias na seguranga do paciente —
como maior seguran¢a medicamentosa, reducdo de eventos
adversos e potencial diminui¢do de custos — quando
integrada aos fluxos assistenciais e as praticas
organizacionais 8. Pesquisas que exploram o uso de
técnicas avangadas, como processamento de linguagem
natural aplicado a prontudrios eletronicos, indicam
potencial para qualificar a tomada de decisdo clinica e a
gestdao hospitalar, desde que associadas a praticas robustas
de seguranga da informagdo e protecdo de dados pessoais
[22]

Em conjunto, esses achados evidenciam que a protecao de
dados em ambientes hospitalares nao pode ser
compreendida como um requisito meramente técnico ou
normativo. Trata-se de um processo complexo, que envolve
transformagdes  organizacionais, culturais e éticas,
especialmente relevante em instituigdes que atendem
criangas ¢ adolescentes, a luz do principio do melhor
interesse do titular. A digitalizacao dos prontuarios, quando
orientada por governanga institucional, capacitacdo
continua e compromisso ético, apresenta potencial para
qualificar o cuidado em saude sem comprometer os direitos
fundamentais a privacidade e a protegao de dados.

Outro aspecto relevante refere-se ao impacto ambiental. A
substituicao do papel por formatos digitais tende a reduzir o
consumo de recursos naturais, como Aagua, energia e
madeira, e a necessidade de espacos fisicos de arquivo, o
que pode contribuir para a sustentabilidade organizacional
¢ ambiental de servigos de saude 3%, Ao mesmo tempo, a
concretizacdo desse beneficio depende de politicas de
descarte seguro e sustentavel dos documentos fisicos, de
modo a prevenir a exposicdo de dados sensiveis e
minimizar os impactos ambientais associados ao ciclo de
vida do papel !

Por fim, ao relacionar os achados aos Objetivos de
Desenvolvimento Sustentavel, observa-se que a adocdo de
processos seguros de digitalizagdo de prontudrios
hospitalares dialoga diretamente com o ODS 3, ao
qualificar a continuidade do cuidado, a seguranga do
paciente e a tomada de decisdo clinica baseada em
informagoes confiaveis; com o ODS 16, ao contribuir para
o fortalecimento de institui¢des eficazes, transparentes e
comprometidas com a protecdo de direitos fundamentais,
especialmente no que se refere a privacidade e a protegdo
de dados pessoais; e com o ODS 4, ao evidenciar o papel
estratégico da educagdo permanente dos profissionais de
satide para o uso ético, critico e responsavel da informagao
em ambientes digitais. Nessa perspectiva, a protecdo de
dados de criangcas e adolescentes ndao deve ser

compreendida apenas como exigéncia legal, mas como
elemento indissociavel da qualidade do cuidado, da
governanca em saude ¢ da promoc¢ao da justi¢a social, em
consondncia com a agenda global de desenvolvimento
sustentavel.

4. Conclusoes

Este estudo analisou a aplicacdo da Lei Geral de Protecao
de Dados ¢ do Estatuto da Crianga e do Adolescente no
processo de digitalizacdo de prontudrios hospitalares
brasileiros, com foco na prote¢do de dados de criangas e
adolescentes e em suas implica¢des para a gestdo em saude.
Os resultados evidenciam que, embora a digitalizacdo dos
prontudrios esteja amplamente disseminada no contexto
hospitalar, persistem desafios relevantes relacionados a
baixa interoperabilidade entre sistemas, a coexisténcia de
registros digitais e em papel, a auséncia de protocolos
institucionais padronizados e & insuficiente capacitagdo das
equipes para o tratamento seguro das informagdes.

A revisdo integrativa permitiu identificar avangos
normativos e tecnoldgicos importantes, a0 mesmo tempo
em que revelou uma lacuna significativa entre a robustez
do arcabouco legal e sua efetiva operacionalizagdo nas
rotinas hospitalares. A aplicagdo da LGPD e do ECA
mostra-se heterogénea entre as institui¢des, frequentemente
limitada ao cumprimento formal de exigéncias legais, sem
integragdo consistente as praticas assistenciais e aos
processos de gestdo. Esse descompasso entre norma e
pratica amplia riscos éticos, legais e organizacionais,
especialmente no cuidado a populagdes em condigdo de
maior vulnerabilidade, como criangas e adolescentes.

Os achados indicam que a consolidagdo de praticas efetivas
de protecdo de dados exige a adogdo de estratégias
estruturadas de governanca em saude, incluindo
investimentos em infraestrutura tecnologica segura e
interoperavel, definicdo de fluxos institucionais claros,
implementagdo de programas de compliance e capacitagdo
permanente das equipes multiprofissionais. Tais estratégias
sdo fundamentais para alinhar inovagdo tecnologica,
protegdo de direitos fundamentais e qualidade da
assisténcia, especialmente no contexto da atengdo a saude
de criangas e adolescentes.

Além disso, a digitalizagdo dos prontuarios deve ser
compreendida como um processo estratégico de
transformagdo institucional, que ultrapassa a dimensdo
técnica e envolve mudangas organizacionais, culturais e
éticas. Quando orientada por principios de governanga,
responsabilidade e prote¢do de dados, pode contribuir ndo
apenas para a seguranc¢a da informagdo e a eficiéncia da
gestao hospitalar, mas também para a promocao de praticas
mais  sustentdveis, transparentes e  socialmente
responsaveis.

Por fim, recomenda-se que estudos futuros avancem na
realizagdo de pesquisas empiricas, estudos de caso e
analises comparativas  entre  diferentes  contextos
institucionais e regionais, de modo a aprofundar a
compreensdo sobre a aplicagdo concreta da LGPD e do
ECA no cotidiano hospitalar. O fortalecimento de
evidéncias nesse campo ¢ fundamental para subsidiar
politicas institucionais consistentes e assegurar a protegdo
integral, a privacidade e a qualidade do cuidado prestado a
criangas e adolescentes no processo de digitalizacdo da
informagao em saude.
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