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Abstract 
Recent significant research on wireless sensor networks (WSNs) has led to the widespread adoption 

of software defined wireless sensor networks, which can be reconfigured even after deployment. In 

this paper, we propose an energy-efficient routing algorithm for WSNs. In this work there is data 

duplication and data redundancy problem that I have faced and some other problem is the network 

life time problem due to the redundancy and transmission energy is lossed, so there is energy 

consumption problem. Due to these problems some other problems like scheduling problem. All 

these Problems are resolved with the help of the hybrid techniques (combinations of HEED and SCH) 

for data aggregations and jamming attacks and for energy efficiency, the ANT based routing 

algorithm on WSN is designed. The whole work is implemented in the NS2 but the existing work is 

implemented in MATLAB. The performance of proposed work is better than the existing work. 
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Introduction 

A sensor network is an integrated circuit of sensor, embedded compute, modern network, 

wireless communication and distributed information process. Wireless sensor network is a 

new information acquiring and  processing technology which yields by the recent advances 

in miniaturization and low power design that led to the  development of small-sized battery 

functioned sensors that are capable of detecting ambient conditions such as temperature and 

sound 
[2].

 Sensor networks are widely used in variety of applications such as civil as well as 

military applications because of its miniaturization in size, low cast and large lifetime. In 

order to keep the cost and size of these sensors small, they are equipped with small batteries 

that can store at most 1 Joule. A sensor in such a network can therefore communicate directly 

only with other sensors that are within a small distance 
[1].

 In order to communicate for a very 

long distance they must create an organization structure amongst these nodes. Since the 

fundamental advantage of wireless sensor networks is the ability to deploy them in an ad hoc 

manner, as it is not feasible to organize these nodes into groups pre-deployment. For this 

reason, there has been a large amount of research into ways of creating these organizational 

structures 
[2] 

Figure. 2 shows the general architecture of sensor network. The basic parameters of the 

sensor networks are Sensor Node, Cluster, Cluster head, Base Station and user, in the 

hierarchical architecture of the group the base station is at the upper level which provides 

communication link between the user and the clusters. The data in the sensor network are 

gathered for providing the answers for the queries raised by the user 
[1]. 

An essential part of 

developing WSNs is being energy aware by reducing the power consumption because of the 

power limitation. 
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Fig. 1: General Architecture of sensor network [6] 

 

There are many possible solutions in order to reduce the 

power consumption of the wireless sensor nodes such as 

enhance the storage systems energy density, improve a 

technique to distribute the power among the nodes, and 

produce a mechanism to make the nodes scavenge their 

own power 
[6].

 The clustering algorithms play an important 

role in not just organizing the network but also control the 

performance of the network organization. There are 

several key limitations in wireless sensor networks, that 

clustering  schemes must consider are Energy, Lifetime of 

Network , Application, Accuracy, Receiver Sensitivity, 

Type of transmitting signal , Distance ,response time, 

cluster stability, cluster overlapping, location awareness, 

QoS support and node mobility
.[1]

 

Cluster-based routing is a solution to address node 

heterogeneity, and to limit the amount of routing 

information that propagates inside the network 
[2, 17, 18, 19].

 

The idea behind clustering is to group the network nodes 

into a number of overlapping clusters. Clustering makes 

possible a hierarchical routing in which paths are recorded 

between clusters instead of between nodes. This increases 

the routes lifetime, thus decreasing the amount of routing 

control overhead. Inside the cluster, one node that 

coordinates the cluster activities is known as a cluster head 

(CH). The set of cluster heads is known as a dominant set. 

Inside the cluster, there are also ordinary nodes and have 

direct access only to this one cluster head, and gateways. 

Gateways are nodes that can hear two or more cluster 

heads 
[2].

 Groups of the nodes are organized with respect to 

their nearness to other nodes. Two nodes are said to be 

neighbors of each other when both of them lie within their 

transmission range and set up a bidirectional link between 

them 
[3].

 Clustering is an important approach to solving 

capacity and scalability problems in mobile ad hoc 

networks where no physical infrastructure is available. The 

connected dominating set (CDS) is a special cluster 

structure in which the cluster heads form a connected 

network without using gateways. A cluster head does the 

resource allocation to all the nodes belonging to its cluster. 

Due to the dynamic nature of the mobile nodes, their 

association and dissociation to and from clusters disrupt 

the stability of the network and thus reconfiguration of 

cluster heads is unavoidable. This is an important issue 

since frequent cluster head changes adversely affect the 

performance of other protocols such as scheduling, routing 

and resource allocation that rely on it. The choice of the 

cluster heads is here based on the weight associated to 

each node: the bigger the weight of a node, the better that 

node is for the role of cluster head.  

 

 
 

Fig. 2: Transmission range zones [6] 

 

System Model 

A. Network model in this paper, we consider the network 

architecture as shown in Figure 1.7. G = (V;L) denotes the 

directed graph representing the network. V is the vertex 

set, including one control sever and a number of sensor 

nodes distributed within the monitoring field randomly. L 

is the set of directed links. The following assumptions on 

the sensor network and sensor nodes under consideration 

in this paper are made: 

 We consider a set of _ sensing targets, e.g., 

temperature, humidity, and so on, which are randomly 

distributed within the same region of the SDWSN; 

 The resources in a sensor node should be managed, 

controlled and allocated in an orderly manner in 

support of various sensing tasks. Besides, to complete 

different tasks, corresponding programs are stored on 

the sensor nodes, and the sensor node shall allow 

application programmers to adjust the sensor 

functionalities via invoking different programs; 

 Each sensor node has the same ability to operate either 

in the sensing mode to perceive the environmental 

parameters or in the communications mode to send 

data among each other or directly to the control 

server, and each node can gather data packets from a 

cluster member when acting as the control node. And 

each sensor node is assigned a unique identifier (ID); 

 The sensor nodes and control server are stationary 

after deployment, which is typical for sensor network 

applications; 

  Initial energy is fair to each sensor node, and the 

network is considered homogeneous; 

  All the nodes are left unattended without battery 

replacement after deployment; 

  Nodes are location-unaware, i.e., not equipped with 

GPScapable antennae or other similar equipment, and 

each node is assigned a number according to its 

location; 

 The links between the nodes are symmetric. A node 

can estimate the distance to another node based only 

on the received signal power; 

 The control server is externally powered. 
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Methodology 

This section defining the way of implementation that is to 

done in this research work. The basic function of 

opportunist routing (OR) is its ability to overhear the 

transmitted packet and to coordinate among relaying 

nodes. In OR, a candidate set is a potential group of nodes 

that is selected as the next-hop forwarders. Hence, each 

node in OR can use different potential paths to send 

packets toward the destination. Any of the candidates of a 

node that have received the transmitted packet may 

forward it. The decision of choosing the next forwarder is 

made by coordination between candidates that have 

successfully received the transmitted packet. 

In this work WCA is designed with the help of Network 

Simulator. Since we assume that all nodes are identical 

and produce data at the same rate, to balance load in the 

system we have to balance the number of nodes in a 

cluster and the communication energy required per cluster 

head. 

The node degree of a node vi is deduced as the cardinality 

of the set N(vi): 

 
Based on the previous equations, we set our stability factor 

for each node vi as: 

 

 
 

We propose to calculate the relative dissemination degree. 

This parameter reflects the relative deviation of the 

number of neighbors in a current setting from that ideal.  

 

 
 

It is known that more power is required to communicate to 

a larger distance. Therefore, we are motivated to evaluate 

the energy consumption. For this purpose, for every node 

vi, we compute the sum of the distances D(vi), with its 

neighbors, as: 

 

 
 

The cluster head selection process is composed of the 

following steps:  

1. Find the neighbors (degree) of each node using   

2. For each node, calculate the stability factor using  

3. For each node, apply the ANT processing to calculate 

the relative dissemination degree using   

4. Evaluate the energy consumption using   

5. Calculate the remaining battery energy of each node 

(RBE(vi)) 

6. Calculate the combined weight W(vi) for each for 

each Node vi: 

Wvi=D(Vi)*0.2+β(Vi)*0.5+STF*0.1+Mv*0.2 

7. Select the node not situated on the border and having 

the minimum weight Wvi as a cluster head. 

8. Delete node vi and all itsN (vi) from G. 

9. Repeat the 7th and 8th steps until G is empty. 

Awaiting Factor =1 

 

Proposed Algorithm 

Cluster head Selection Input: No of Sensor nodes, Initial 

node energy, probability (p), No of rounds. 

Output: Cluster heads, Clusters. 

 

Start 

Step 1: Base station broadcasts Beacon packets. 

Step 2: All Sensor node replies with residual energy and 

location.  

Step 3: If network life time is not over then, 

i. For first round, Cluster heads are randomly selected. 

ii. For rest of the rounds, Base station chooses p% of the 

nodes as Cluster heads having more residual energy. 

 

Step 4: If a node is Cluster head then, 

i. It broadcasts its Cluster head advertisement packet. 

ii. All non-Cluster head nodes, sends joining request 

packet to those cluster head, who‟s received signal 

strength is more. 

 

Step 5: Assumption 

i. All nodes are fairly distributed for tier one and 

tier two. 

ii. Nodes are static and not mobile  

iii. The initial energy for all nodes is same.  

iv. The base station of this network is located at the 

Centre of the field. 

 

Step 6: Node Distribution The sensor nodes are distributed 

into tier one and tier two based on the area of circle 

formula as follows; 

Area of big rectangle, (R) = (2(l*b))                    (1). 

Area of level one, (LO) = L2                                (2). 

Area of level two = R– LO          (3). 

From the above formula, it is seen that tier two has three 

times the quantity of nodes of tier one, which there are 25 

sensor nodes distribute at tier one and 75 sensor nodes at 

tier two. The distributions of the sensor nodes are shown in 

Fig. 4.1.  

The base station is located at the centre of the sensor 

network which the coordinate is (50, 50). 

 

END  
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Results 

The Experimental result displays the different snapshots 

that are on research work. These are given below:  

 

 
 

Fig. 3: Input node distribution 

 

 
 

Fig. 4: Node and Cluster distribution with color 

 

In the figure 4, is the processing of node and the 

distribution of node in the WSN and the figure 4 is the 

processing of nodes with their color. 

 

 
 

Fig. 5: The transmission of signals in nodes and clusters 

 

 
 

Fig. 6: Node and cluster transmission of signals 

 

The figure 5 is the processing of signals from nodes and 

the cluster head and the figure 6 is the broadcasting of the 

signals from node to node and the clusters. 

 

 
 

Fig. 7: Packet loss ratio w.r.t to time 

 

The figure 7 is the fully transmission of signals from node 

to node and node to the cluster head. The figure 5.6 is the 

packet loss ratio graph w.r.t. to the time of the network.  

 

 
 

Fig. 8: Delay w.r.t time 
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Fig. 9: Energy _Consumption w.r.t time 

 

The figure 9  is the energy consumption of signals from 

node to node and node to the cluster head. It displays the 

total energy used in Network with time. 

 

 
 

Fig. 10: Throughput ratio w.r.t time 

 

The figure 10 is throughput with time during the 

transmission of data on network. It is the total output of 

packet with respect to the time. 

 

 
 

Fig. 11: Packet delivery ratio w.r.t time 

 

Life time existing work and Proposed work on WSN 
 

No. Of Nodes 
Existing Work 

Proposed work 
HEED PSO 

300 390 510 620 

400 410 700 810 

500 412 630 670 

600 500 600 690 

Conclusion  

Clustering is one of important method to be applied in 

order to prolong the network lifetime of wireless sensor 

network. The selections of cluster head also are important 

parts to be considered so that the lifetime of sensor nodes 

remains longer than usual. The main problem in wireless 

sensor network is the battery consumption. The sensor 

node battery cannot be recharged once it is depleted and 

there is no power supply. The existing protocols are not 

applicable to those WSNs that are deployed in large 

regions because it uses single hop routing where each 

sensor node can communicate directly to the cluster head 

and the base station. The whole work is implemented in 

the NS2 but the existing work is implemented in 

MATLAB. The performance of proposed work is better 

than the existing work. In this work the overall output is 

improved rather than existing work .i.e. 70% 
 

Future Work 

The research work includes a new energy-efficient routing 

algorithm for the software-defined wireless sensor 

networks. In our routing algorithm, the control nodes are 

assigned different tasks dynamically. It is further 

implemented with the help of other intelligent types like 

Honey Bee and ACO with PSO to get the real time work. 
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